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Abstract—The Internet of Things (IoT) paradigm is defined as
a complex large scale and distributed, and dynamic infrastructure
composed of a huge number of heterogeneous devices. Identifying
particular services provided by a massive number of IoT devices
remains a challenging problem. The classical centralized discovery
approaches are no more suitable. In our previous work, we have
proposed an avatar-based Fog-Cloud architecture to support IoT
object management. The avatars are defined as virtual entities
of heterogeneous IoT objects. They are endowed with reasoning
capabilities that make them able to coordinate with each other to
accomplish an IoT application. Through this paper, we propose
to extend our previous work by a new distributed mechanism for
efficient discovery of IoT services relying on Social Networking
(SN) and clustering methods. This is particularly interesting in
large scale IoT systems since it allows to reduce the search space so
that only the neighboring social avatars most apt to participate in
the collaboration to accomplish an IoT application are considered.
The proposed solution has been evaluated in connected vehicles
context.

Index Terms—Avatars, Social Web of Things, Fuzzy c-means,
IoT Services, Distributed discovery, Semantic.

I. INTRODUCTION

The Internet of Things (IoT) infrastructure interconnects
a multitude of heterogeneous objects, manages their interac-
tions, generates huge amounts of data, and provides billions
of services. Over time, the IoT has suffered from a vertical
fragmentation of approaches used to cover the needs of different
application areas. To overcome this problem, an abstract layer,
called Web of Things (WoT) [1], has been designed on top
of IoT. This layer aims to hide IoT heterogeneity problems,
and therefore reduces the complexity of the IoT applications
development process. In this context, we have already proposed
an Avatar-based Fog-Cloud architecture [2]. An avatar is an
artifact entity that represents a heterogeneous IoT device in a
uniform description on the Web. It gives to its corresponding
IoT device the ability to reason on its capabilities and to
make intelligent decisions using semantic Web features, called
Semantic Web of Things SWoT [3].

With the proliferation of IoT objects, new opportunities have
been provided to build new innovative applications and sce-
narios. However, the IoT services discovery remains one of the
challenging problems. Indeed, identifying particular IoT service
among a huge number of IoT objects, required to achieve
complex applications can suffer from scalability issues. In this

context, using centralized approaches where the discovery is
fulfilled by one entity is limited [4].

In this paper, we propose a new distributed IoT services
discovery approach that relies on Social Networking (SN) and
clustering mechanisms. Indeed, the integration of SN in the
WoT domain, which gives rise to the Social Web of Things
(SoWoT) [5], seems promising. The goal is to transform smart
IoT objects into smart social IoT objects and to build a set
of intelligent avatars able to organize themselves to form social
communities. The social avatars are linked to each other accord-
ing to commitments and similarity criteria. Social Networking
allows to bring out the collective intelligence of an avatars
group that can provide much more interesting and precise
answers to complex problems than a single avatar [6]. More
specifically, in the proposed work, when a given avatar fails to
achieve a complex objective by itself, based on its cooperative
intelligence capabilities, it can proceed to autonomously build
its social network and requests its relations to find the under-
lying needed IoT services. The use of SN concepts improve
the effectiveness and the scalability of the discovery process.
It makes it possible to accelerate and facilitate navigability
in a dynamic IoT network made up of a large number of
objects. To make the discovery more efficient and to reduce the
search space, a Fuzzy C-means based clustering process [7] is
proposed to classify avatars in the social network according to
their functionalities.

This article is organized as follows. Section II analyses the
related works around the existing discovery methods based
mainly on SNs. Then, an overtaking scenario in the context
of connected vehicles is introduced in Section III. Section
IV presents the proposed SN-based discovery approach. Then,
the implementation and experimental results are provided in
Section V. Finally, Section VI concludes the paper.

II. RELATED WORKS

The discovery problem remains one of the challenging prob-
lems of IoT based systems. If traditional discovery approaches
include a large panel of scientific researches such as [18] and
[19], the social-based approaches are relatively new.

One of the first main contributions in this field is the work
of Kranz and al. [8]. The authors propose to use human social
networks as an infrastructure to allow users to share the services



TABLE I
A SYNTHESIS OF THE STUDIED WORKS

Work Architecture Social Metrics Topology Scalability Semantic End-to-end process
[8] Publish/subscribe architecture Devices owners relationships Decentralized Undefined No No
[9] UDDI architecture WS interaction degree Centralized Undefined No Yes
[10] UDDI architecture QoS Centralized No No No
[11] Server/client architecture C-WOR, SOR, C-LOR, OOR, POR Centralized Undefined Yes No
[12] Undefined Node centrality degree Decentralized Yes No Yes

[13] [14] Server/ objects architecture personality, proactivity, locality, trust Centralized Undefined Yes No
[15] [16] RESTful architecture C-WOR, SOR, C-LOR, OOR, POR Centralized Undefined No No

[17] PaaS architecture C-WOR, SOR, C-LOR, OOR, POR Decentralized Undefined No No
Proposal Fog/Cloud architecture C-WOR, C-LOR, OOR Decentralized Yes Yes Yes

provided by their objects with their friends. However, this
solution implies a strong human intervention and opposes the
connectivity principle on which the IoT paradigm is based.
In [9], the social networking metaphor in the Web services
discovery is explored. The authors were inspired by conven-
tional human social networks such as Facebook to propose
a new framework allowing the distributed discovery of Web
services called LinkedWS (Linked Web Services). This model
relies on capturing the different interactions that can occur
between Web services to create social relationships between
them accordingly. Two types of relationships are defined: col-
laboration or substitution. This method is interesting, however,
the social relationships created between Web services are based
only on the interaction degree that does not reflect the social
aspects as location or interests for example. The integration of
social networking in Web service discovery has been considered
in [10]. This work focused only on QoS attributes and does
not take into account some important social features such as
the collaboration relationship between services. Atzori and al.
have contributed to the use of social networking in IoT [11].
They have proposed five types of social relationships which are
widely used in several works such as [20]. These relationships
include: Co-Work Object Relationship (C-WOR), Co-Location
Objects Relationship (C-LOR), Ownership Object Relationship
(OOR), Parental Object Relationship (POR), and Social Object
Relationship (SOR). Similarly in [12], a decentralized system
based on IoT node centrality degree (number of object con-
nections) is proposed. This method makes it possible to reduce
the search space but using only the centrality degree criterion.
However, using only this criterion is limited to build interesting
social relations. In [13], the authors have proposed a new system
called DSSoT (Dynamic Social Structure of Things). DSSoT is
designed to strengthen sociability and to reduce the complexity
of the context detection process of a given situation for hetero-
geneous systems. A dynamic service discovery approach, which
integrates spatio-temporal contextual information and social
aspects using a cognitive reasoning mechanism, is proposed in
[14]. This work illustrates the implementation of the dynamic
discovery of IoT services in a real-life scenario, taking as an
example an instance of an airport terminal. However, their
discovery approach are carried out via a single manager which
makes the approach limited, non-scalable and suffers from the
single failure point problem.

Several SWoT platforms have been proposed on this issue,
such as ThingSpeak and Lysis. ThingSpeak platform [15] [16]
has been used in several domains. It provides methods for
creating and managing social relationships between IoT objects
embedded in a centralized server based on object virtualization.
However, the use of virtualization is limited to remote server
registrations and does not provide any autonomous capabilities
in terms of creating and managing social relationships that
are managed at the central server level. Concerning Lysis, it
provides a SWoT platform based on the Cloud infrastructure
and it is deployed as a Platform-as-a-Service (PaaS) [17].
However, the end-to-end mechanisms for IoT services discovery
are not addressed at all.

Table I summarizes the studied works and compares them
according to six properties: Architecture: defines the system
deployment architecture, Social Metrics: designates the social
used metrics, Topology: indicates the nature of the systems
management, Scalability: indicates whether the approach is
applicable for large-scale systems, Semantic: refers to the
use of rich semantic features, End-to-end process: specifies if
the social network building process and the services discovery
methods are supported.

Through this study, we have concluded that in the most of
existing contributions that integrate social concepts into IoT,
few details about architectures and social models are provided.
Besides, very few approaches have focused on the methods of
discovery and composition of services provided by IoT objects.
Mainly, the proposed approaches ignore important features
when building social networks such as interests and collab-
oration capabilities. Moreover, the discovery is not distributed
over a set of social networks which can be highly useful in large
scale infrastructures. In this context, we propose through this
paper a distributed approach that integrates social networking
and clustering mechanism for efficient discovery of IoT services
based on autonomous avatars.

III. MOTIVATING USE CASE

In this section, a use case of vehicles overtaking assistance
system is provided. The aim is to find the appropriate IoT
objects which can collaborate with the target vehicle that is not
equipped with all the required devices that allow it to perform
the overtaking alone in an efficient manner. The corresponding
process is shown in Fig.1.



Fig. 1. The process of overtaking use case

The overtaking process starts when the driver puts on the
left-blinking of his vehicle. The first task to do is to check if
the rear vehicle (T1) or the front vehicle are overtaking (T2).
Then, and if those two conditions are checked, the distance from
the front vehicle is measured (T3). If this distance is greater
than 30m, the overtaking is possible, therefore, the speed of the
front vehicle is also measured (T4). The speed difference with
the front vehicle is calculated (T5). If this difference is less
than 20km/h, accelerated overtaking is performed. For that, the
possible and available distance to accomplish the overtaking
is measured (T6) and it is compared (T9) to the minimum
safety distance required are calculated according to [21] (T8).
To calculate this distance, the speed of the incoming vehicle is
measured (T7). We suppose that this process is carried out in
the situation shown in Fig.2:

Fig. 2. Overtaking use case situation

In this scenario, we assume that the target vehicle A, which
wants to overtake the tractor B which rolling at low speed,
doesn’t have the perception mechanisms as cameras to perceive
its environment. So, to perform the overtaking safely, vehicle
A needs to collaborate with the devices of its environment.
In such a scenario, we suppose that there are: a radar and
a camera installed by the roadside, a bicycle rolling beside,
the pedestrian who uses a smartphone, a traffic light a few
meters from host vehicle, the drivers of A, B and C have
smartphones. A Global Navigation Satellite System (GNSS) is
also available for vehicles tracking and an RSU (Road-Side
Unit) which covers the region in which the host vehicle is
located. We suppose also that the travel speed of the host, front,
rear and oncoming vehicles is constant.

IV. AVATARS DISCOVERY PROCESS

The avatars discovery problem handled is described as fol-
lows: given an abstract process which models an IoT application
that an avatar, which we call initiator, cannot perform alone,
and a set of available avatars, the goal is to enable the initiator
to discover in a distributed way a coalition of avatars that
can collaborate with it to resolve the process. This approach
is summarized in five steps (Fig.3): 1) handling the abstract

definition of avatars and the process to achieve, 2) building
the social network of avatars, 3) social network clustering
to classify its avatars according to their functionalities, 4)
propagating and managing requests, and 5) composition plan
construction. Hereafter, we detail each step.

A. Avatar and process definition

This section gives the definition of an avatar and the process
that characterizes the objectives to realize.

1) Avatar definition: an avatar is modeled by a set
of functionalities fi = (f1i , f
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p
i ) and services

Si = (s1i , s
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q
i ) that it provides. These functionalities

represent a generic description of what the services can
achieve. It also characterized by a social context which
is described by a set of semantic metadata published in
its corresponding regional repository to allow it to build
its social links. The social descriptions of an avatar Ai

include: 1) a set of interest quantified with an interest degrees
that are modeled with a vector Ii = (I1i , I

2
i , .., I

m
i ) of m

dimensions (0 < Ip < 1, p in [0,m]), 2) a location defined
with the longitude and latitude of the represented object
(LongAi,LatAi), and 3) the identifier of the owner.

2) Process definition: the process to be resolved is made
up of several composite or/and atomic tasks. It is designed as
a workflow. It is modeled by a vector Treq = {T1, T2, ..., Tn},
such as Tk is its kth task. The tasks are interconnected with
the sequential, parallel, loop, and Conditional operators.

Example: Table II gives an overview of the set of candidate
avatars Ai, their services Sij for each abstract task of the over-
taking process Tj , such as for each service Sij , the avatar Ai

can perform the abstract task Tj . The set of interests depicted
in the table are: I1 is Transport, I2 is Weather, I3 is Perception,
I4 is Obstacle, I5 Communication, I6 is Luminosity, I7 is
Geolocalization and I8 is Circulation. The set of functionalities
are: f1 is the environment perception, f2 is the distance measure,
f3 is the speed measure, f4 is the computing capacity, f5 is the
moving and f6 represents the communication.

B. Social network building

A tree of connected regional repositories in which the avatars
publish their semantic descriptions allows to manage the system
scalability. So, the avatar begins by recovering the avatars that
have at least one common interest by executing the following
SPARQL query on the corresponding regional repository to
which it is connected.

SELECT *
WHERE {

? r e s o u r c e a v a t a r O n t : h a s I n t e r e s t ? I n t e r e s t
FILTER ( ? I n t e r e s t IN
( a v a t a r O n t : I1 , . . . , a v a t a r O n t : Im ) )

}

Once this list is recovered, the avatar calculates social rela-
tionships with each avatar on this list using three relationships:



Fig. 3. An overview of the proposed approach

TABLE II
CANDIDATE AVATARS SERVICES OF EACH ABSTRACT TASK

Avatar Services Interests Location Owner Features
A1: Vehicle A S13,S14,

S15,S18,
S19

I1(0.6),I2(0.2),
I4(0.6)

43.57834
1.441185

User1 f2,f3, f4,
f5,f6

A2: Vehicle B S22,S23,
S24

I1(0.9),I2(0.3),
I3(0.5),I4(0.6)

43.578291
1.441146

User2 f2,f3, f4,
f5,f6

A3: Vehicle C S37 I1(0.9),I2(0.3),
I3(0.4),I4(0.5)

43.578074
1.441052

User3 f2,f3, f4,
f5

A4: Vehicle D S41 I1(0.9),I2(0.3),
I3(0.4),I4(0.5)

43.578074
1.441052

User4 f2,f3, f4,
f5,f6

A5: Bicycle / I1(0.9) 43.578315
1.441277

User5 f5,f6

A6: RSU / I1(0.7),I5(0.7),
I7(0.5)

43.577163
1.440768

User6 f5,f6

A7: Radar S77 I1(0.7),I4(0.9) 43.57827
1.4412062

User6 f2,f3, f5

A8: Camera S81,S82 I1(0.6),I2(0.4),
I3(0.9),I4(0.7)

43.578405
1.441300

User6 f1,f2, f5

A9: Traffic
light

/ I1(0.7),I8(0.9) 43.577899
1.440873

User6 f5

A10: GNSS S10,1,S10,2

S10,3,S10,4

S10,6,S10,7

I1(0.8),I4(0.7)
I7(0.9)

Server User7 f1,f2, f3,
f5

A11: Road
lighting

/ I1(0.2),I4(0.3)
I6(0.9),I8(0.4)

43.57822
1.441251

User6 f5

A12:
Smartphone A

/ I1(0.4),I5(0.9)
I7(0.7)

43.57834
1.441185

User1 f6

A13:
Smartphone B

/ I1(0.4),I5(0.9)
I7(0.7)

43.578291
1.441146

User2 f6

A14:
Smartphone C

/ I1(0.4),I5(0.9)
I7(0.7)

43.578074
1.441052

User3 f6

A15:
Smartphone X

/ I1(0.4),I5(0.9)
I7(0.7)

43.578332
1.441082

User8 f6

1) Co-work Object Relationship (C-WOR): it binds the
avatars that can collaborate with each other to accomplish a
given work. The C-WOR between two avatars Ai and Aj ,
denoted CS(Ai,Aj), is calculated using their respective interests
vectors Ii and Ij and based on cosine similarity metric [22] as
given in Equation 1:

CS(Ai, Aj) = cos(Ii, Ij) =
Ii.Ij

| Ii | . | Ij |
(1)

Where | Ii | and | Ij | are the norms of Ii and Ij respectively
and 0 < CS(Ai, Aj) < 1 such that the value 0 denotes that Ai

and Aj are independent and 1 indicates that they are similar.
2) Co-Location Objects Relationship (C-LOR): it groups

the avatars whose physical objects are located in the same

location. The C-LOR between two avatars Ai and Aj , denoted
LS(Ai,Aj), is calculated relying on their GPS (Global Position-
ing System) coordinates using the distance as-the-crow-flies as
given in Equation 2:

LS(Ai, Aj) =
1

D(Ai, Aj) + 1
(2)

D(Ai, Aj) = R ∗ acos[cos(LatAi) ∗ cos(LatAj)∗
cos(LongAj − LongAi)sin(LatAi) ∗ sin(LatAj)] (3)

Where: R = 6371Km is the Earth radius, (LatAi) and
(LatAj) are the decimal latitudes of Ai and Aj , and (LongAi)
and (LongAj) their longitudes.

3) Ownership Object Relationship (OOR): it groups the
avatars that belong to the same owners. It is calculated between
Ai and Aj as given in Equation 4:

OS(Ai, Aj) =

{
1 if Ai and Aj have the same owner
0 else

(4)

4) Synthesis: based on the above relationships, the social
distance between two avatars Ai and Aj is modeled by a
function SD(Ai, Aj) in [0,1] as given in Equation 5:

SD(Ai, Aj) = α ∗ CS(Ai, Aj) + β ∗ LS(Ai, Aj)+

γ ∗OS(Ai, Aj) (5)

Weighting coefficients α, β, γ ∈ [0, 1] with α+β+γ=1 repre-
sent the preferences and the Weight given for each distance.
They are defined by the experts for each type of application.

C. Neighboring avatars clustering

After the construction of its social network, the initiator
avatar proceeds to the clustering of its neighboring avatars
according to their functionalities to make the discovery more
efficient by transmitting the requests to the appropriate avatars
as well as possible. The Clustering [23] is defined as a process
of partitioning a set of data points into homogeneous clusters.
In our work, we rely on the Fuzzy C-means algorithm because



an avatar can provide various functionalities and therefore it can
belong to several clusters. The main idea of this algorithm is to
use membership coefficients that designate the belonging degree
of each avatar to each cluster. It is carried out using an iterative
optimization of an objective function, with the updating of the
membership coefficients and cluster centroids which are closely
related. Algorithm 1 presents the Fuzzy C-means clustering
procedure where N is the number of avatars and X is the data
matrix. Each line of X represents the functionality vector of an
avatar in a binary form: the component is worth 1 if the avatar
can perform the corresponding functionality and 0 otherwise.
m represents the fuzzification parameter of the algorithm and
Dist is the distance to use to measure the similarity between
centroids and avatars as the euclidean, standard Euclidean,
manhattan, and camberra distance.

Algorithm 1 Avatars Fuzzy C-means Algorithm
Inputs: number of clusters C, avatars data matrix X=[xij]
1. Initialize randomly the membership coefficients matrix
U=[uij], U(0) Such as:

∑C
j=1 uij = 1

2. Calculate the centroid Cj of each cluster j

Cj =

∑N
i=1[uij ]

mxij∑N
i=1[uij ]

m
(6)

3. Update the current membership matrix U(k), U(k+1)

uij =
1∑C

z=1(
Dist(Xi,Cj)
Dist(Xi,Cz)

)
2

m−1

(7)

If (
∑N

i=1

∑C
j=1[uij ]

mDist(Xi, Cj)
2 < ε) Then Stop

Else Return to step 2.

After obtaining the final membership matrix, a membership
threshold is used to define the final clusters, i.e. an avatar
belongs to a given cluster only if its membership degree is
greater than this threshold which is generally between 0.4 and
0.7 to obtain good results according to our experiments.

D. Discovery, selection and propagation

Once the social network clusters are built, an elected avatar
is designated in each cluster. The delegate allows to handle
requests sent to its cluster to discover the appropriate avatars.
The aim is to propagate requests over different networks to
enable distributed discovery while minimizing the redundancy
of messages exchanged between avatars. After that, the initiator
proceeds to the discovery of the required services for each task
of the abstract process. For this, it sends a request to the elected
avatar responsible for the functionality expressed in the task.
The elected will take charge of searching for the requested
service in its cluster. As soon as a service is found, it will
be selected to accelerate the discovery. However, if no service
is found at the cluster level, the elected avatar propagates the
request by creating its own social network and designates an
elected avatar in the new social network to perform the research.
The propagation can continue up to sixth levels, inspiring from

the effect of the small world of social networks in sociology
[24].

E. Execution plan generation

Whenever a service is selected, two new triplets are
added to the process description: a triplet to indicate
the chosen avatar for the task [task:Tk] [isRealizedBy]
[Avatar:Ai], and another to indicate the service to invoke
[task:Tk][isExecutedBy][Service:Sk] to build the final
composition execution plan. This plan will be shared by the
initiator with the avatars involved in the composition.

Example: For the example, the vehicles, the RSU, the GNSS,
and the different devices are associated with their avatars in
the regional-edge server. Once the left-blinking is put ON, the
avatar A1 starts by reasoning on its knowledge base. It finds
that it can perform the tasks: T3,T4,T5,T8 and T9, but it can’t
perform the tasks T1,T2,T6,T7 (Perception, Distance Measure,
and Speed Measure). Consequently, A1 starts with discovering
the avatars that have at least one interest in common with it from
the server. After that, it builds its social network. For this, we set
the application preferences to α=0.4, β=0.5, and γ=0.1 given
the importance of interest and localization in such a scenario
of connected vehicles. Taking a social network membership
threshold equal to 0.6 and after calculating social relationships,
we find that the avatars who have relationships with A1 are:
A2,A3,A4,A5,A6,A7,A8,A9 and A12. The result of clustering
of these avatars according to their functionalities is: Cluster 1
that corresponds to Perception contains A4,A2,A8,A5, Cluster
2 that represents Distance Measure contains A7,A12,A9,A6 and
Cluster 3 that represents Speed Measure contains A3,A7,A4,A2.
The avatar which has the closest distance to the centroid of its
cluster is elected. Therefore, A4 is the elected of Cluster 1,
A7 is the elected of Cluster 2 and A3 represents the elected
of Cluster 3. So, for T1 and T2 (which implies the perception
functionality), A1 sends a request to the elected A4 which takes
care of finding the services responding to T1 and T2 in Cluster
1. It finds that T1 can be performed by itself and T2 by A2.
Likewise, A1 sends a request for T6, T7 to the elected A7, and
A3 respectively. For T6 no avatar of Cluster 2 can perform
it and for T7, it can be performed directly by the elected
A3. Therefore, the only task that cannot be solved at the first
social level is T6. A7 is responsible for researching this task
by creating its social network which will contain A6, A10, A8,
and A3. A6 will be the elected of this social network to seek
to resolve T6. This avatar finds that A10 can perform this task.
From our simulations, the response time for this scenario is
30ms.

V. APPROACH EVALUATION

In this section, we first describe the setup environment and
the main technical choices. After that, the performance and the
scalability of the proposed approach are evaluated.



A. Implementation technologies

The avatars implementation is done using microservices
components with Spring boot, Apache HTTP Components
for communication, and XML format for transporting ex-
changed messages. The semantic descriptions is based on OWL,
SPARQL and Apache JENA.

B. Experimental results

A study for the three principals stages of our approach is
performed. Then a global performance study based on two
criteria: response time and success rate is presented. The test
execution environment is a Ubuntu Server with 251GB RAM
and AMD Opteron multiprocessor.

1) Avatar Semantic data generation: the graph in Fig.4
represents the variation of the generation step time which
includes semantic data distribution, semantic file creation, and
metadata publication. This step takes a considerable response
time given the use of rich semantic descriptions but it is done
only once at the startup time of the system.

2) Social network building: the graph in Fig.5 represents the
variation of social network building time. The results show that
this stage, in addition to its impact on reducing the discovery
search space, has a reduced response time even for a large scale
of avatars (about 3s for 7000 avatars).

Fig. 4. Semantic data generation time
according to the avatars number

Fig. 5. Social network construction time
according to the avatars number

3) Clustering step: to choose adequate fuzzy C-means pa-
rameters for the clustering algorithm, we have performed a
set of experiments based on Partition Entropy PE, Partition
Coefficient PC, and Xie & Beni index XB indices to measure
clustering quality while considering the response time.

Fig. 6. Clustering quality variation as a
function of both distance and fuzzifier

Fig. 7. Clustering time variation as a
function of both distance and fuzzifier

According to graphs in Fig.6, Fig.7 and Fig.8, we can confirm
that the distance which can offer good clustering quality, as well

as optimal clustering time, is Standard Euclidean distance, the
adequate value of the fuzzifier is 2 and the good epsilon value
is 0.1 .

Fig. 8. Variation of clustering quality
and time according to epsilon values Fig. 9. Variation of fuzzy clustering time

as a function of avatars number

In Fig.9, a performance evaluation of the chosen configura-
tion using previous fixed Fuzzy C-means parameters shows that
the clustering method has a reduced response time even with a
large number of avatars (5s for 7000 avatars).

4) Discovery process: The graphs in Fig.10 and Fig.11
present a comparative study between our approach and the
centralized approach which excludes clustering and social
network construction. The considered parameters are: tasks
number setting to 12, social network size setting to 40 avatars,
α=0.4,β=0.4,δ=0.2 and cluster size to 10 avatars.

Fig. 10. Discovery time variation ac-
cording to avatars number

Fig. 11. Success rate variation accord-
ing to avatars number

Fig.10 shows that the two methods give approximately the
same results for small avatars networks (less than 500) while
guaranteeing the same success rate as depicted in Fig.11. But
for big size-network (greater than 500 avatars), our approach
outperforms the centralized approach while guaranteeing a high
success rate.

VI. CONCLUSION

In this paper, we have proposed a new efficient distributed
approach based on avatars for IoT services discovery. This
approach relies on social networking to reduce the research
space and clustering mechanisms to enable an efficient dis-
tributed request discovery. The proposed solution is particularly
interesting in the context of complex systems with a huge
number of heterogeneous objects. The proposed work has
been implemented into a microservice architecture to support
a generic framework for interoperability and modularity. Us-
ing this architecture, several experimental studies have been



carried out on a large scale of avatars. The results show that
our approach outperforms the traditional centralized approach,
particularly when the number of devices is huge.

We plan to extend the proposed approach by integrating
QoS (Quality of Service) parameters for distributed and parallel
selection of the IoT services discovered in this stage.
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